NIMBioS Privacy Policy

The NIMBioS Web site is maintained by the National Institute for Mathematical and Biological Synthesis, 1534 White Avenue, University of Tennessee, Knoxville, Tennessee, 37996-1527. The NIMBioS Web site provides a mechanism for engaging the scientific community and for communicating news and information to researchers, educators, students, policymakers, media, and others. This Privacy Policy describes how administrators of the NIMBioS Web site collect and use information that users may decide to share. The policy is intended to allow site visitors to make informed decisions when using the Web site, located at www.nimbios.org, and its directly associated domains (collectively, "nimbios" or "Web site"). By using or accessing www.nimbios.org, you accept the practices described in this Privacy Policy.

Questions regarding this statement should be directed to our privacy staff at privacy@nimbios.org.

Applications for NIMBioS support, including applications for Postdoctoral Fellowships, Sabbatical Fellowships, Short-term Visits, Working Groups and Workshops, are not made available on any public web site, nor is the information contained in these applications provided to any individuals except those involved directly in evaluating the application. The applications are shared with appropriate members of the NIMBioS Leadership Team, the NIMBioS Advisory Board, and NIMBioS Collaborators as necessary to evaluate the request for support.

NIMBioS collects demographic information from individuals applying to NIMBioS programs via its Web site. The submission of this information is voluntary. This information is aggregated and used internally and in reports to the National Science Foundation. No individual information is shared with others without that individual’s consent.

NIMBioS uses Google docs to collect and store this information. For information about Google docs Privacy Policy, visit http://www.google.com/privacypolicy.html

When you enter the NIMBioS Web site, our Web server collects your IP address. This information is gathered for all NIMBioS Web site users. NIMBioS uses Google Analytics to gather and analyze statistics related to use of our web site, including traffic volumes, operating systems, browser types, and screen resolutions. We use this information to monitor and assess the effectiveness and accessibility of our web pages. Google Analytics employs cookies to define user sessions, which allows for the collection of data about how users interact with our site. Google Analytics uses only first-party cookies for data analysis. This means that the cookies are stored on Google servers and are linked to the NIMBioS website domain. Google Analytics will use these data only for statistical analyses related to visitors’ browsing behavior on our website. Google Analytics protects website tracking transactions with Secure Socket Layer (SSL) technology, and reports do not include identifiable information about visitors. In our account settings, we have selected "Do not share my Google Analytics data," thereby instructing Google Analytics to exclude these data from any automated processes that are not specifically related to operating and improving Google Analytics or protecting the security and integrity of the data. If you choose, you can opt out by turning off cookies in the preferences settings in your browser. For more information on Google Analytics, please visit Google’s web site (http://www.google.com/policies/privacy/).

NIMBioS primarily utilizes the networking and computing infrastructure of the University of Tennessee. NIMBioS assets and personnel will adhere to University of Tennessee system policies regarding the use of information technology resources in NIMBioS-sponsored activities as described in UT policy.
documents, including University of Tennessee Information Technology Policy #IT0110, Acceptable Use of Information Technology Resources. This policy governs the use of information technology resources in an atmosphere that encourages free exchange of ideas and a commitment to academic freedom, based on principles of honesty, academic integrity, and respect for others. The policy seeks (1) to protect the confidentiality and integrity of electronic information and privacy of its users, to the extent required or allowed under federal and state law, including the Tennessee Public Records Act; (2) to ensure that the use of electronic communications complies with the provisions of university policy and state and federal law; and (3) allow for the free exchange of ideas and support of academic freedom.